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Duracién: 60 horas
Precio: euros

Modalidad: e-learning

Metodologia:

El Curso sera desarrollado con una metodologia a Distancia/on line. El sistema de ensefianza a distancia esta
organizado de tal forma que el alumno pueda compatibilizar el estudio con sus ocupaciones laborales o
profesionales, también se realiza en esta modalidad para permitir el acceso al curso a aquellos alumnos que
viven en zonas rurales lejos de los lugares habituales donde suelen realizarse los cursos y que tienen interés en
continuar formandose. En este sistema de ensefianza el alumno tiene que seguir un aprendizaje sistematico y un
ritmo de estudio, adaptado a sus circunstancias personales de tiempo

El alumno dispondra de un acceso a una plataforma de teleformacion de Ultima generacién con un extenso
material sobre los aspectos tedricos del Curso que debera estudiar para la realizaciéon de pruebas objetivas tipo
test. Para el aprobado se exigira un minimo de 75% del total de las respuestas acertadas.

El Alumno tendra siempre que quiera a su disposicion la atencion de los profesionales tutores del curso. Asi
como consultas telefénicas y a través de la plataforma de teleformacion si el curso es on line. Entre el material
entregado en este curso se adjunta un documento llamado Guia del Alumno donde aparece un horario de
tutorias telefonicas y una direccion de e-mail donde podra enviar sus consultas, dudas y ejercicios El alumno
cuenta con un periodo maximo de tiempo para la finalizacion del curso, que dependera del tipo de curso elegido
y de las horas del mismo.

Prequisitos previos:

No hay requisitos previos ni profesionales ni formativos

Salidas profesionales:

Esta formacién esta encaminada a obtener una mejor cualificacién y competencia profesional.
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Profesorado:

Nuestro Centro fundado en 1996 dispone de 1000 m2 dedicados a formacion y de 7 campus virtuales.

Tenemos una extensa plantilla de profesores especializados en las diferentes areas formativas con amplia
experiencia docentes: Médicos, Diplomados/as en enfermeria, Licenciados/as en psicologia, Licencidos/as en
odontologia, Licenciados/as en Veterinaria, Especialistas en Administracion de empresas, Economistas,
Ingenieros en informatica, Educadodores/as sociales etc...

El alumno podra contactar con los profesores y formular todo tipo de dudas y consultas de las siguientes formas:

-Por el aula virtual, si su curso es on line
-Por e-mail
-Por teléfono

Medios y materiales docentes

-Temario desarrollado.
-Pruebas objetivas de autoevaluacion y evaluacion.

-Consultas y Tutorias personalizadas a través de teléfono, correo, fax, Internet y de la Plataforma propia de
Teleformacion de la que dispone el Centro.

Titulacion:

Al finalizar el curso obtendras un certificado de realizacion y aprovechamiento del curso segin el siguiente
modelo:
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DIPLOMA CERTIFICADO

La Directora del Contro ICA Certifica
DJDAS, W e | — -
con DN, “——

e e o e

Roalizd con aprovechamionto ol curso de:

Formacién C del F en T ysuTi

Codigo AFI Grupo 344011, de 60 horas de duracion, realizado desde o dia 15122021 al gia J0M1 22021,
en ol que so Impartid ¢l programa que so especifica al dorso.

Representante de la entidad El ineresado
Directora

Vigo, a 30 de Diciembro de 2021 |

B
ELUROPED

Programa del curso:

El objetivo general consiste en capacitar al alumnado en el disefio, implementacion y evaluacion de programas de
cumplimiento normativo (compliance) centrados en la competencia, la ciberseguridad y el uso responsable de
tecnologias en la empresa, conforme al marco legal vigente y los estandares de buen gobierno corporativo.
Objetivos especificos 1. Analizar el impacto del uso de medios tecnoldgicos y redes sociales en el entorno
empresarial, identificando riesgos y estableciendo pautas claras de actuacion. 2. Comprender las bases de la
ciberseguridad en la empresa, incluyendo la gestion de ciberincidentes, el marco legal aplicable, y las
herramientas para protegerse de ciberataques. 3. Aplicar criterios de control y supervisién sobre terceros y
cadenas de valor tecnoldgicas, para mitigar riesgos de cumplimiento derivados de la subcontratacion o la
externalizacion. 4. Identificar las tecnologias RegTech mas relevantes y distinguir entre mecanismos preventivos y
detectivos en programas de compliance, especialmente en entornos digitales. 5. Interpretar el marco normativo
europeo y la praxis de la CNMC en materia de competencia, diferenciando practicas legales (lobby) de ilicitas
(cérteles), y analizando su impacto en la contratacion publica y privada. Qué incluye este contenido: ? 10
Supuestos practicos ? 20 Videos ? 21 Presentaciones y guias interactivas ? 16 Recursos descargables ? Glosario
de términos con definiciones clave

INDICE 42420 COMPLIANCE: RIESGOS DE CIBERSEGURIDAD. COMPLIANCE DE COMPETENCIA UNIDAD
1. COMPLIANCE TECNOLOGICO EN EL AMBITO EMPRESARIAL ? Uso de medios tecnoldgicos en la empresa
? Uso de redes sociales en el @mbito empresarial UNIDAD 2. CIBERSEGURIDAD ? Elemento imprescindible de
proteccion empresarial UNIDAD 3. CONTROLES SOBRE TERCEROS ? Fraccionamientos en las cadenas de
valor tecnol6gicas UNIDAD 4. CONTRATACION ELECTRONICA, PROTECCION A CONSUMIDORES Y FIRMA
DIGITAL ? Nuevas probleméaticas UNIDAD 5. REGTECH: TECNOLOGIAS PREVENTIVAS Y DETECTIVAS EN
COMPLIANCE ? Tecnologias preventivas en Compliance ? Tecnologias detectivas en Compliance UNIDAD 6.
GESTION DEL RIESGO OPERATIVO ? Planes de continuidad de negocio y recuperacion ante desastres ?
Clasificacion de la informacion Empresarial UNIDAD 7. ACTIVIDAD DE COMPLIANCE DE COMPETENCIA ?
Marco Normativo Europeo ? Elementos fundamentales de caracterizacion UNIDAD 8. PRAXIS DE LA CNMC EN
RELACION CON LOS PROGRAMAS DE CUMPLIMIENTO ? Programas de cumplimiento eficaces. ? Criterios de
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evaluacion de CNMC. ? El cartel y el Lobby. ? Ejemplo: la Ley de Lobby chilena UNIDAD 9. CONTRATACION
PUBLICA Y LUCHA CONTRA LA CORRUPCION ? Nuevas tecnologias para la mitigacion de riesgos de
competencia ? Instrucciones de precios, informacion y estrategias de exclusion UNIDAD 10. NUEVAS
TECNOLOGIAS PARA LA MITIGACION DE RIESGOS DE COMPETENCIA ? Instrucciones de precios,
informacion y estrategias de exclusién ANEXO ? Bibliografia ? Glosario de términos ? Supuestos practicos
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